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Dr. Ashima Mehta
(HOD CSE)

Dear Readers,

Welcome to the latest edition of DronTechConnect!

Happy Exploring!

Warm Regards
Dr. Ashima Mehta
Editor-in-Chief, DronTechConnect

In this edition, we are thrilled to present a diverse array of articles that 
delve into the heart of Computer Science and Engineering (CSE), 
showcasing the relentless innovation and transformative power within 
these fields.

Explore the realms of ubiquitous computing, where the digital seamlessly 
intertwines with the physical, promising a future of interconnected 
experiences. Our in-depth examination of face detection and recognition 
technology sheds light on its evolving applications and the ethical 
considerations that accompany its integration into various aspects of 
our lives.

We hope these articles ignite your curiosity and deepen your understanding 
of the dynamic fields within Computer Science and Engineering. As 
always, we remain committed to delivering insightful content that 
resonates with both professionals and enthusiasts alike.
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In this issue, we delve into the dynamic realms of Computer Science and 
Engineering. From the transformative potential of ubiquitous computing to the ethical 
considerations in face detection technology, we aim to captivate your curiosity. Our 
commitment to exploring the intersection of innovation and responsibility remains 
unwavering. Thank you for joining us on this journey, and we hope the articles within 
these pages inspire fresh perspectives and deepened understanding in the ever-evolving 
landscape of CSE.
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Steering the future of computer science through 
innovative advancements, fostering ethical values and 
principles through technical education.

Directing future innovations in computer science 
through revolutionary progress.

Instilling a foundation of ethical values & principles 
in every technologist.

Offering a comprehensive technical education to 
equip individuals for a meaningful and influential future.



Apply the technical competence in Computer Science and Engineering for solving problems in 
the real world.

Exhibit design and programming skills to develop and mechanize business solutions using 
revolutionary technologies.

Work in a corporate environment, demonstrating team skills, work morals, flexibility and 
lifelong learning.

Work effectively with diverse Engineering fields as a team to design, build and develop 
system applications.

Carry out research and develop solutions on problems of social applications.

Learn strong theoretical foundation leading to brilliance and enthusiasm towards research, 
to provide well-designed solutions to complicated problems.

PROGRAM EDUCATIONAL OBJECTIVES (PEO)

 PROGRAM SPECIFIC OUTCOME (PSO)



Engineering Graduates will be able to:

PO1. Engineering knowledge: Apply the knowledge of mathematics, science, engineering 
fundamentals, and an engineering specialization to the solution of complex engineering 

PROGRAMME OUTCOME (PO)

PO2. Problem analysis: Identify, formulate, review research literature, and analyze complex 
engineering problems reaching substantiated conclusions using first principles of 

problems.

Po11. Project management and finance: Demonstrate knowledge and understanding of the 
engineering and management principles and apply these to oneâ€™s own work, as a member 
and leader in a team, to manage projects and in multidisciplinary environments.

mathematics, natural sciences, and engineering sciences.

PO3. Design/development of solutions: Design solutions for complex engineering problems 
and design system components or processes that meet the specified needs with appropriate 
consideration for the public health and safety, and the cultural, societal, and environmental 
considerations.

Po4. Conduct investigations of complex problems: Use research-based knowledge and 
research methods including design of experiments, analysis and interpretation of data, and 
synthesis of the information to provide valid conclusions.

Po5. Modern tool usage: Create, select, and apply appropriate techniques, resources, and 
modern engineering and IT tools including prediction and modeling to complex engineering 
activities with an understanding of the limitations.

Po6. The engineer and society: Apply reasoning informed by the contextual knowledge to 
assess societal, health, safety, legal and cultural issues and the consequent responsibilities re-
levant to the professional engineering practice.

Po7. Environment and sustainability: Understand the impact of  the professional 
engineering solutions in societal and environmental contexts, and demonstrate the knowledge
of, and need for sustainable development.

Po8. Ethics: Apply ethical principles and commit to professional ethics and responsibilities & 
norms of the engineering practice.

Po9. Individual & team work: Function effectively as an individual, and as a member or leader 
in diverse teams, and in multidisciplinary settings.

Po10. Communication: Communicate effectively on complex engineering activities with the 
engineering community and with society at large, such as, being able to comprehend and write 
effective reports and design documentation, make effective presentations, and give & receive 
clear instructions.

PO12. Life-long learning: Recognize the need for, and have the preparation and ability to 
engage in independent and life-long learning in the broadest context of technological change.
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Unveiling	the	World	of	Data	Scraping:	
Unleashing	the	Power	of	Information	Retrieval

In the age of information, data plays a pivotal role in decision-making, innovation, 
and progress. Data scraping, also known as web scraping, emerges as a crucial tool 
in extracting valuable information from websites, unleashing a wealth of 
opportunities for businesses, researchers, and developers alike.

Data scraping involves the automated extraction of data from websites, transforming 
unstructured information into a structured format for analysis and interpretation. 
This process allows users to collect vast amounts of data efficiently and in real-time, 
enabling them to stay ahead in a rapidly evolving digital landscape.

One of the key applications of data scraping is competitive intelligence. Businesses 
can monitor competitors' pricing strategies, product launches, and market trends to 
gain a strategic edge. Additionally, researchers can harness the power of data 
scraping to aggregate data for academic purposes, supporting studies and experiments.
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Shivam Goyal
(21117; CSE)

However, the ethical considerations surrounding data scraping have sparked debates. 
While it provides unprecedented access to information, it also raises concerns about 
privacy and copyright infringement. Striking a balance between extracting valuable 
insights and respecting the rights of data sources remains a critical challenge.

Web scraping tools vary, from simple scripts to sophisticated software, each catering 
to different needs. Python libraries like BeautifulSoup and Scrapy are popular choices 
for beginners, offering a user-friendly interface and robust functionality. Meanwhile,
 advanced users might opt for more complex tools, such as Puppeteer or Selenium, to 
navigate dynamic websites.

As the digital landscape continues to evolve, data scraping will likely play an 
increasingly pivotal role in shaping industries and research endeavors. Balancing the 
ethical considerations associated with this powerful tool will be essential to ensure 
responsible and respectful use while unlocking the full potential of the vast sea of 
data available on the internet.
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Safeguarding Tomorrow: 
The Imperative of Cybersecurity in Education

In the digital era, educational institutions have become prime targets for cyber 
threats, necessitating a robust cybersecurity framework to protect sensitive data, 
maintain operational continuity, and safeguard the future of students and staff.

As schools and universities increasingly rely on technology for administrative, 
instructional, and communication purposes, they become vulnerable to various 
cyber risks. Instances of data breaches, ransomware attacks, and unauthorized 
access to sensitive information have underscored the critical need for a proactive 
cybersecurity stance in the education sector.

Student records, financial information, and research data are enticing targets for 
cybercriminals.
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Demystifying Quantum ComputingA breach in these systems not only jeopardizes individuals' privacy but also poses a 
significant risk to the institution's reputation. Cybersecurity in education extends 
beyond firewalls and antivirus software; it involves creating a culture of awareness 
and vigilance among students, faculty, and administrative staff

One notable challenge in the education sector is the diverse range of users with 
varying levels of digital literacy. Implementing effective cybersecurity measures 
necessitates comprehensive training programs to educate users about potential 
threats, safe online practices, and the importance of secure passwords.

Moreover, schools and universities need to invest in advanced cybersecurity 
technologies to detect and mitigate evolving threats. Regular updates, patches, and 
security audits are imperative to fortify the defense against cyber attacks. 
Collaborative efforts between educational institutions, government bodies, and 
cybersecurity experts can foster a collective approach to addressing the dynamic 
landscape of cyber threats.

As educational institutions continue to embrace digital transformation, the 
integration of robust cybersecurity measures becomes not just a necessity but a 
moral obligation. Safeguarding the education system from cyber threats ensures the 
uninterrupted pursuit of knowledge and the protection of the individuals who 
contribute to the shaping of our collective future.

Adarsh Malik
(21005; CSE)
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Navigating the Future: The Dynamics of Face 
Detection and Recognition Technology

In the realm of cutting-edge technology, face detection and recognition have 
emerged as transformative tools, reshaping the landscape of security, 
convenience, and personalization. This rapidly advancing technology holds 
the potential to revolutionize various industries, but it also raises profound 
questions about privacy and ethical considerations.

Face detection technology involves identifying and locating faces in images 
or videos, providing a fundamental building block for more advanced 
applications. Its versatility is evident in everyday scenarios, from 
smartphone cameras focusing on faces for sharper images to security 
systems analyzing crowds for potential threats.



S
T
U

D
E
N

T
S
 A

R
T
IC

L
E
S

The evolution of face recognition technology takes this a step further, enabling 
the identification of individuals based on unique facial features. This capability 
finds applications in various sectors, such as law enforcement, banking, and 
retail. While it offers unparalleled convenience and security, concerns regarding 
data privacy and potential misuse have sparked debates on the ethical 
implications of widespread adoption.

Law enforcement agencies worldwide leverage face recognition for criminal 
identification, leading to quicker apprehension of suspects and enhanced 
public safety. However, the ethical ramifications of mass surveillance, 
potential bias in algorithms, and the risk of false positives have prompted 
calls for stringent regulations and oversight.

In the commercial realm, face recognition technology is harnessed to 
personalize user experiences, streamline customer interactions, and bolster 
security measures. Retailers use it to identify shoplifters, banks employ it for 
secure authentication, and airports integrate it for streamlined passenger 
processing.

Despite its vast potential, the ethical use of face detection and recognition 
technology remains a critical consideration. Striking a balance between 
innovation and safeguarding privacy requires robust regulations, transparent 
practices, and ongoing dialogue between technology developers, policy
makers, and the public. As this technology continues to advance, its 
responsible implementation is paramount to ensure a future where security 
and convenience coexist harmoniously with privacy and ethical 
considerations.

Radhika
(21084; CSE)
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Ubiquitous Computing: A Vision of
Seamlessness in the Digital Age

Ubiquitous computing, often referred to as pervasive computing, stands 
at the forefront of technological evolution, promising a seamless 
integration of computing capabilities into the fabric of everyday life. This 
paradigm shift envisions a world where computing is not confined to 
traditional devices but becomes an intrinsic part of the environment, 
creating a web of interconnected devices working harmoniously to enhance 
efficiency and convenience.

At its core, ubiquitous computing seeks to embed computational power 
into everyday objects, enabling them to communicate, collaborate, and 
respond intelligently to human needs. The vision encompasses a diverse 
array of devices, from household appliances and wearables to smart 
i n f r a s t r u c t u r e  a n d  i n t e r c o n n e c t e d  i n d u s t r i a l  s y s t e m s.
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The Internet of Things (IoT) plays a pivotal role in realizing the vision of 
ubiquitous computing. As billions of devices connect to the internet, they 
form a dynamic network capable of collecting and exchanging data in 
real-time. Smart homes, for instance, integrate ubiquitous computing to 
automate daily tasks, adjust environmental settings based on user 
preferences, and enhance energy efficiency.

In the business realm, ubiquitous computing facilitates the creation of smart 
offices and factories. Sensors and interconnected devices streamline 
operations, optimize resource utilization, and improve overall productivity. 
This interconnectedness not only enhances efficiency but also provides 
valuable data for informed decision-making.

Despite the promises of a seamlessly interconnected world, challenges loom 
on the horizon. Security and privacy concerns take center stage as the 
ubiquity of computing expands. Safeguarding sensitive data and ensuring 
secure communication channels become paramount to building trust in this 
digitally woven landscape.

As we stride towards a future where computing is omnipresent, the ethical 
and societal implications of ubiquitous computing demand careful 
consideration. Striking a balance between innovation and responsibility is 
key to harnessing the full potential of this transformative technology while 
addressing concerns related to security, privacy, and the broader impact on
 society. Ubiquitous computing stands as a testament to the ever-evolving 
nature of technology, offering a glimpse into a future where the digital and 
physical worlds seamlessly converge.

Sahil Sandhu
(21107; CSE)
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